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Q1) Answer the following MCQ’s: 

1. One of the Behavioral identifiers in Biometrics is: 

A) Iris   B) Fingerprint  C) DNA   D) Voice 

2. One of the biometric system modules is: 

A) Fingerprint B) Classification  C) Feature Extraction D) Hardware 

3. Keystroke dynamics used to provide user _______________. 

A) Identification B) Verification  C) Authentication  D) Validation 

4. One of the techniques of Keystroke is ______, which information processing approach, which is, 

inspired by the way the brain process information. 
A) Statistical  B) Neural network  C) Pattern Recognition D) Heuristics algorithms 

5. In ________ forgery, elements from multiple images often put together in a single image to convey 

an idea that could not have been conveyed by any of the original images. 

A) Copy Move B) Slicing   C) Composition  D) Resampling 

6. In Video forgery, ____________entail cropping the frames of a video to eliminate evidence of 

occurrence of a crime in the outermost parts of video. 

A) Upscale  B) Copy-Paste  C) Framing   D) Removing Object 

7. One of the major components of the DRM reference architecture who controls the process of DRM 

Packager is _____________. 

A) Metadata  B) License Server  C) Client   D) Content Server  

8. ______ One of DRM Protection technologies that belongs to Rights Languages. 
A) Conditional Access B) Inter-operability C) Integrity checking  D) Copy Control 

9. _____________of a watermarking system represent probability of detection after embedding. 

A) Fidelity  B) Capacity   C) Robustness  D) Effectiveness 

10. ____________ is a special class of watermarking techniques where robustness is undesirable. 

A) Fragile   B) Visible   C) Imperceptible  D) Non-Robust. 

11. One of basic types of intellectual properties is ____________. 

A) Steganography B) Fingerprint  C) Trademark  D) None of them. 

12. In watermark security, the ability to resist hostile attacks done by unauthorized removal such as 

_______________. 

A) Forgery Watermark B) Collusion  C) Scaling   D) Noising. 

Q2) Describe with Figure the attack points in Biometric system. 

ANSWER: 

 



 

 
 

Q3) General process for Keystroke based authentication methods require many stages. Describe using 

Figure only these stages? 

ANSWER: 

 

  



Q4) Answer the following: 

A) Why DRM controller on the client side has to check the rendering application at some time? 

ANSWER: 
– To avoid making unauthorized copies 
– To check certain rights limits 

B) What is DRM? Draw the steps of any DRM system? 

ANSWER: 

 

 

Q5) Describe the desired Properties of Watermarking? 

ANSWER: 

 

 


